
[JOB OPENING]

EXTRAS WE WOULD LOVE TO SEE

• 7+ years of enterprise Active Directory experience

• Experience with Active Directory Federation Services (AD FS)

• Experience customizing and configuring Azure AD Connect and/or 
Microsoft Identity Manager

• Experience managing Office 365 workloads including Exchange Online, 
SharePoint Online, and Microsoft Teams

• Familiarity with third party identity management platforms

• Experience participating in technical pre-sales situations and assisting 
with deal closure

• Bachelor’s or Master’s Degree in Computer Science or a related field

COVID-19 REQUIREMENTS

Ravenswood strongly encourages employees to be fully vaccinated for 
COVID-19. Employees may be required in the future to be fully vaccinated 
in compliance with government and/or customer requirements. 
Ravenswood will require proof of vaccination or an approved religious 
or medical exemption if or when compliance with these requirements is 
necessary.

HOW TO APPLY

If this sounds like a match for you, please apply on LinkedIn, where you will 
need to upload your resume.

Active Directory and Cloud Identity Architect

ABOUT THE JOB

Our consulting teams deliver industry leading strategy, design, and 
implementation services for Microsoft’s security, identity management, 
and compliance solutions. From small firms to colleges and universities to 
prominent international customers, we need top notch people to do what 
we do. 

Many of our projects offer the opportunity to work on challenging 
assignments due to scale and/or complexity. We look for people who 
bring strong technical skills, a desire to do high-quality work every day, an 
appetite to learn new things, and the ability to clearly communicate details 
at all levels.

WHAT WE NEED YOU TO BRING

• A deep desire to build reliable, long lasting infrastructure solutions

• Innovative ideas and a willingness to challenge the status quo

• Expert level knowledge of Active Directory Domain Services as an 
architect and systems administrator

• Familiarity with Active Directory security hardening concepts including 
tiered security, privileged access workstations, administrative forests, 
and/or just-in-time access

• Experience troubleshooting Windows Server infrastructure problems

• Intermediate experience with at least two Microsoft cloud security/
identity/compliance solutions, such as Azure Active Directory, Microsoft 
Intune/Microsoft Endpoint Manager

• Microsoft Information Protection, and/or Microsoft Defender for 
Endpoint, Identity, Office 365, and/or Cloud Apps

• Windows PowerShell scripting and/or .NET development experience

• A desire to actively participate in client meetings, professionally and 
expertly

• The ability to create succinct and accurate documents, incorporating 
text and technical design diagrams

• Comfort leading and delivering projects independently as a subject 
matter expert and project manager as well as a subject matter expert in 
a larger team

• While we work hard to limit travel, the need may arise to join an out-of-
town assignment. In this case, you must be able to periodically travel 3 
nights/4 days per week during the out-of-town assignment

• Possess or be able to obtain a valid driver’s license and Passport within 
45 days of hire

www.ravenswoodtechnology.com

https://www.linkedin.com/jobs/view/3273590676/
http://www.ravenswoodtechnology.com
https://www.linkedin.com/company/ravenswood-technology-group-llc

